
  

 
 

IoThink Thought Leader Series



  
 

 

 

 

 

 

 

 



  
 

 



  
 

 

Figure 1 Security threats in the IoT: remote health- and wellness-monitoring example 

 

 

 

 

 

                                                           
1 oneM2M Technical Report, Analysis of Security Issues, oneM2M TR-0008 (April 2014) 
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Figure 2 oneM2M’s horizontal architecture provides a unifying framework for silo applications
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Figure 3 oneM2M’s hop-by-hop architecture 
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2 User Datagram Protocol (UDP) is a common Internet protocol, typically used for streaming audio and video content. It offers speed 

because there is no form of flow or error control 
3 Transmission Control Protocol (TCP) is the most commonly used Internet protocol. It offers error correction, in part by determining when 

there is a need to re-send data to guarantee delivery. 

http://www.onem2m.org/


  
 

 

Table 1 oneM2M security standardization road-map 
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